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Abstract of the contribution: This contribution proposes a solution for the key issue 1 based on the provisioning of packet flow description over the SCEF to the SPR/UDR.
Introduction

Key Issue 1 describes the need to provision one or more packet flow descriptions representing services to be sponsored outside the context of an individual subscriber IP-CAN session. 
3GPP TS 23.682 defines an interworking function for service capability exposure, Service Capability Exposure Function (SCEF), used as mediator between the third party service provider and the operator network to request QoS for its applications. 
This solution proposes to extend the SCEF capabilities to enable it to interact with the operator’s subscriber profile manager (SPR/UDR).
Proposal

It is proposed to add the following key issue to 3GPP TR 23.721:

* * * 1st Change * * * *

6.X
Solution X – Provisioning of Packet Flow description outside the IP-CAN session context
6.Y.1
Solution Description
TS 23.682 defines an interworking function for service capability exposure, Service Capability Exposure Function (SCEF), used as mediator between the third party service provider and the operator network.  This solution extends the SCEF capabilities to enable it to interact with the operator’s subscriber profile manager (SPR/UDR). In this way, third party service providers may send service flow information directly to the operator subscribers’ data base via the SCEF, at any time, without the need of UE being attached to the network or a certain subscribers’ IP-CAN session being activated. The PCC procedures are not impacted since the updated 3rd party server description is stored in the SPR/UDR and used by the PCRF in the normal PCC /ADC rule generation, thus the 3rd party server description of a currently used service may be provided to the PCEF/TDF in the PCC/ADC  rule according to TS 23.203 procedures. The solution addresses mainly Key Issue 1 “Provisioning of Packet Flow description”. Since normal PCC procedures are used in order to provision the service flow information to the PCEF/TDF, this solution also addresses the Key Issue 2 “Managing sponsored data connectivity information inside the operator’s network”.
Editor’s note: Enhancements to the PCC/ADC Rules in order to fully support Key Issue 2 are FFS.
6.Y.1.1
Flow Diagram

Figure 6.Y.X represents the flow diagram detailing the procedures for the provisioning of packet flow description outside the IP-CAN session context.
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Figure 6.Y.X: Procedure for Third Party SP providing Service Flow Information
1. The third party service provider has new packet flow information (e.g. new IP@ or new URL/domain). This may happen, for example, because the third party service provider decided to allocate new or different servers for the service provided.
2. The SCS/AS sends an SDF-List Provisioning Request (SCS/AS Reference ID, SCS/AS Identifier, List of packet flow description(s)) to the SCEF.
This step may happen at any time, and is independent of any ongoing subscriber IP-CAN session.
3. The SCEF authorizes the SCS/AS request.

NOTE 1:
The SCEF notifies the SCS/AS at this point if the authorization fails.

4. The SCEF maps the SCS/AS Identifier, and the list of packet flow description (s) of the application flows to the protocol serving the communication towards the Subscription Profile Repository (SPR)/User Data Repository (UDR).
NOTE 2:
The Spt reference point protocol between the SCEF and SPR/UDR is not to be standardized.

5. The SCEF interacts with the SPR/UDR including the list of new packet flow description and the corresponding identification of the third party service provider. If received in step 2, the SCEF may also send the Default Sponsored Usage value.

6. The SPR/UDR updates all the subscriber profiles listed as users of the third party service provider with the new packet flow description. The operator may maintain an association that the subscriber is a user of the third party service, by having the application identifier (e.g. SCS/AS Identifier) associated with the subscriber description. 

NOTE 3:
Generating new policy decisions and updating the ongoing (affected) IP-CAN sessions is FFS.

7. The SPR/UDR replies back to the SCEF with information regarding the result (success or non-success) of the operation.

8. The SCEF replies to the third party service provider SCS/AS about the result (success or non-success) of the operation.

After this procedure, whenever the PCRF is taking a decision on the PCC/ADC Rules to apply/update to a certain IP-CAN session, and consults the SPR/UDR to gather subscriber information (step 4 of 4.3.1.2.1.1 flow of TS 29.213 v13.2.0), the SPR/UDR is already up to date with the latest third party service provider packet flow description information.
6.Y.2
Impacts on existing nodes and functionality
The main impact of this proposal is in the SCEF specification: a new reference point (Spt) between the SCEF and the SPR/UDR.
The protocol for the reference point between SCEF and SPR/UDR is not intended to be specified by 3GPP and is used here not on a per subscription basis but to store global data (providing the packet flow descriptions).
Figure 6.Y.Y proposes an update to Figure 4.2-2 of TS 23 .682.
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Figure 6.Y.Y: Architecture for Service Capability Exposure updated with Sdt Reference Point.

Editor’s note: If the packet flow descriptions are transferred to the UDR via Ud then following enhancements are FFS: allowing via Ud to handle data not associated with an individual user but associated with an ASP.
6.Y.3
Solution evaluation

Editor's note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
* * * End of Change * * * *
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